Importing the certificate into web browsers - User Guide

Internet Explorer, Chrome (on Windows)

1. Internet Explorer, Chrome, and Safari use the operating system’s certificate store for Internet browsing. If users will be using these
browsers, you must install the certificate into the certificate store for the OS.

2. double-click the certificate file and select Open. Select Install Certificate to launch the Certificate Import Wizard.

R
Fortinet_CA
_SS5L.cer

Click Open

{Dpen File - Security Warnin_ u

Do you want to open this file?

MName: C\Users\Downloads\Fortinet_C&_S5L.cer
= a Publisher: Unknown Publisher

Type: Security Certificate

From: C\Users\Downloads'\Fortinet_CA_SSL.cer

[ open i Cance

Always ask before opening this file

patentially ham your computer. f you do not trust the source, do not

|@ While files from the Intemet can be useful, this file type can
h,
= open this software. What's the risk?

Click Install Certificate

T

General | Detads | Certfication Path |

.aﬁ Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Root Certification
Authorities store.

Issued to:

Issued by:

valid from 4/ 25/ 2017 to 4/ 23/ 2027

Learn more about Certificated
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3. Use the wizard to install the certificate into the Trusted Root Certificate Authorities store. If a security warning appears,
select Yes to install the certificate.

Click Next

r B

Welcome to the Certificate Import
Wizard

This wizard helps you copy certificates, certificate trust
lists, and certificate revocation lists from your disk to a
certificate store,

A certificate, which is issued by a certification autharity, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
connections. A certificate store is the system area where
certificates are kept.

To continue, dick Mext,

Select “Place all certificates in the following store”, then click Browse

Certificate Store

: )

Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can spedfy a location for
the certificate.

() Automatically select the certificate store based on the type of certificate

Certificate store:

Learn more about certificate stores

[ <Back | mext> | [ cancel

Select “Trusted Root Certification Authorities”, then click OK

Select Certificate Stl [

Select the certificate store you want to use.

[ Intermediate Certification Authorities

| Active Directory User Object
"7 Trusted Puhblichers 2

1|

] | »

[] show physical stores
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Click Next

-
||
| Certificate Store
Certificate stores are system areas where certificates are kept. I
||
Windows can automatically select a certificate store, or you can spedify a location for
the certificate.
(") Automatically select the certificate store based on the type of certificate
@) Place all certificates in the following store
Certificate store:
Trusted Root Certification Authorities E Browse. .. i
Learn more about certificate stores
___________ 1
< Back Mext = ]: [ Cancel
___________ 1
Click Finish
||
i Completing the Certificate Import

i Wizard |

The certificate will be imparted after you didk Finish.

You have spedified the following settings:

Certificate Store Selected by User QEgVEi=s s d e g1l
Content Certificate
4 1] +
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Click Yes

You are about to install a certificate from a certification authority (CA)
claiming to represent:
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Warning:

If you install this root certificate, Windows will automatically trust any
certificate issued by this CA. Installing a certificate with an unconfirmed
t!wmbpviuius«uily risk. If you click "Yes" you acknowledge this

risk.
Do you want to install this certificate?
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